Understanding HTTPS & How to bypass it WITH BETTERCAP:

* Adds an extra layer onto HTTP
  + HTTP sends data in plain text
  + Encrypts the data using TLS (Transport layer security) or SSL (Secure Sockets Layer)

Bypassing HTTPS:

* Downgrade HTTPS to HTTP

To open path for bettercap caplets folder:

* /usr/share/bettercap/caplets/
* Replace the “hstshijack” file into the trash and paste the new one from the udemy course into there
* Change “spoof.cap” you created and add in a line before net.siff on that says “set.net.sniff.local. true” – sniffs all data even if it is local
* In terminal. We will use bettercap
  + Bettercap -iface [interface] -caplet /root/spoof.cap

Show caplets:

* Caplets.show